
СТАТУТ I РЕГЛАМЕНТ
на Първо национално ученическо състезание по

киберсигурност, част от кампанията „Пази
Важните Неща“

ЛЕВ ИНС, като част от своята корпоративна социална отговорност, с
подкрепата на Министерството на образованието и науката и Дирекция
"Киберпрестъпност" при ГДБОП-МВР, и в партньорство с водещите организации
в сферата като Българската асоциация по киберсигурност, Cyber360 Academy,
Women4Cyber и Европейски цифров иновационен хъб Тракия, организира
през учебната 2025/2026 година първо издание на Национално ученическо
състезание „Киберсигурност за ученици“

1. Цел на състезанието
Състезанието има за цел да повиши осведомеността и уменията на учениците
по въпросите на киберсигурността и безопасното поведение онлайн.
Чрез практическа работа в екип учениците ще развият знания за дигиталните
заплахи и умения за предпазване в интернет, стимулирайки отговорно поведение
в дигиталната среда.



2. Възрастови групи
Състезанието се провежда в две възрастови групи:
- IV – VII клас (прогимназиален етап)
- VIII – XII клас (гимназиален етап)
Учениците се състезават в рамките на съответната възрастова категория.

3. Форма на участие
Участието в състезанието е отборно.
Всеки отбор може да се състои от 2 до 10 ученика от една и съща възрастова
група и минимум един ръководител, който е добре да бъде преподавател с
компетенции в дигиталната сфера, информационните технологии или
информатиката.
Отборите могат да представляват съответното училище или свободно формирана
ученическа група, ръководена от преподавател.
Бележка: Едно училище може да регистрира повече от един отбор, ако желае,
като във всеки отбор учениците не трябва да се повтарят.

Етапи и срокове
Националното състезание по киберсигурност за ученици ще се проведе в няколко
етапа в периода от декември 2025 г. до май 2026 г. Ключовите дати са както
следва:
Етапи и срокове:

 м. декември 2025 г. – Официално обявяване на състезанието и отваряне
на регистрацията на сайта на инициативата

 01 декември – 10 януари 2026 г. – Регистрация на отборите за участие
чрез онлайн формата на сайта (виж секция „Подаване на проектите“).

 15 януари 2026 г. – Първа онлайн среща с менторите. Встъпителна
сесия, на която отборите се запознават със своите ментори, изясняват се
изискванията към проектите и се дава насока за работа.

 16 февруари 2026 г. – Втора онлайн менторска сесия. Отборите
представят напредъка по проектите си пред менторите, получават обратна
връзка и препоръки за подобрение.

 16 март 2026 г. – Трета онлайн менторска сесия. Финални насоки от
менторите преди приключване на разработките; подготовка за
представянето.

 23 април 2026 г. – Краен срок за предаване на проектите. Всички отбори
трябва да подадат своите финални материали (презентации, доклади и др.
съпътстващи материали) по електронен път до тази дата за оценка от
журито.



 2-5 май 2026 г. - Избор на най-добрите проекти от двете възрастови групи.
Информиране на селектираните отбори с подробности относно на
финалното представяне.

 16-17 май 2026 г. – Финално представяне и награждаване. Провежда се
заключително събитие (презентационна онлайн конференция), на която
отборите финалисти представят своите проекти пред журито и публиката.

 23 май 2026 г. – Обявяване на резултатите и връчване на наградите на
победителите. (Точният час, място и др. логистични подробности
относно събитието ще бъдат обявени допълнително. Организаторите
си запазват правото при необходимост да променят датата на
финалното събитие, за което участниците ще бъдат уведомени
своевременно.)

Отборите трябва да разработят проект по зададената тема на състезанието,
съобразен с възрастовата група. Конкретните задания за двете групи са:

 За ученици IV–VII клас: изработване на презентация на тема „Опасности
в дигиталните платформи и как да се предпазваме“. Презентацията
следва по достъпен начин да идентифицира рисковете, с които децата във
възраст между 8 и 13 години се сблъскват в онлайн платформите (социални
мрежи, за игри, комуникация и др.), и да предложи практически съвети за
безопасно поведение в тези платформи.

 За ученици VIII–XII клас: разработване на проект за оценка на кибер-
риска по предоставен от организаторите шаблон (темплейт). Проектът
представлява по-задълбочена работа, включваща идентифициране на
заплахи, анализ на уязвимости, управление на риска и комуникационна
стратегия за повишаване на дигиталната безопасност в избрана от
участниците сфера (Примерни сфери: социални мрежи, онлайн пазаруване,
туризъм, игри и развлечения, и др.) Отборите ще получат темплейт
(формуляр, базиран на световно-утвърдения модел за дизайн-ориентирано
мислене, прилаган в сферата на продуктовата разработка) с раздели, които
трябва да попълнят – описание на избрани реални или измислени
сценарии/системи, анализ на възможните киберзаплахи, оценка на
слабостите и рисковете, план с мерки за защита, както и стратегия за
комуникиране на тези мерки към училищната общност.

Допълнителни насоки:
- При разработката на проектите си отборите могат да използват

разнообразни информационни източници – статии, доклади, уебсайтове,
учебници, видеа и др. При включване на факти, данни или изображения от
външни източници, задължително е да се посочат източниците (напр. под
формата на бележки под линия, слайд с източници за презентациите или по
др. удачен начин). Проектите трябва да бъдат оригинални и създадени
специално за целите на това състезание. Плагиатство или нецитирано
заимстване на чужди материали не се допуска.



- При представянето на съответните проекти, екипите не са ограничени до
използването на конкретни презентационни методи/техники и тех. средства
– визуалната и съдържателна креативност ще бъдат насърчавани и
оценявани като средство за развитие на критично важни презентационни и
креативни „меки“ умения, необходими на учениците в техния бъдещ
професионален живот. Няма никакви ограничения, в начина, по който
учениците изберат да представят проекта си пред журито.

Менторска подкрепа
За да подпомогнат учениците в процеса на работа и да им споделят знания,
организаторите осигуряват ментори – експерти в областта на киберсигурността.
Всеки отбор ще има достъп до ментор, който да го насочва и консултира.
Предвидени са 3 онлайн сесии с менторите (виж графика по-горе), по време на
които отборите могат да задават въпроси, да обсъждат идеи и да получат ценни
съвети за подобряване на своите проекти.
Участието в тези менторски срещи е силно препоръчително, тъй като ще помогне
на отборите да развият по-качествени проекти и да се подготвят по-добре за
финалното представяне.

Жури и оценяване
Жури: Изготвените проекти ще бъдат оценени от експертно жури, включващо
представители на организаторите и партньорите: експерти от ЛЕВ ИНС,
специалисти по киберсигурност от водещи компании в областта като Cyber360
Academy, представител на МОН, както и членове на ключовите секторни
граждански организации като Българската асоциация по киберсигурност,
Women4Cyber и ЕЦИХ Тракия. Журито ще оцени проектите обективно и
безпристрастно на база на определени критерии за оценка.
Оценяване: Конкретните критерии за оценка с включена скала за точкуване на
проектите ще бъдат определени от журито и ще бъдат предварително
оповестени на участниците по време на първата обща онлайн менторска среща,
която ще бъде записана и разпространена допълнително.
Критериите ще включват (но няма да се ограничават до): релевантност към
темата, дълбочина на анализа, оригиналност на идеите, практичност на
предложените решения, яснота и структурираност на изложението, креативност
при представянето и работа в екип.
Важно:

- Всички отбори ще бъдат оценявани спрямо отборите в тяхната възрастова
група, за да се осигури справедливост при сравняването на идеи и умения.
Решенията на журито са окончателни.

- Доколкото оценяването е разделено на два кръга – предварителна селекция
(на базата на подадените проекти) и финална презентация, всички



участници ще бъдат своевременно уведомени за своето представяне
според фазата на състезанието.

Награди
За най-добре представилите се отбори в двете възрастови категории са
предвидени грамоти и предметни награди.
Отличията ще бъдат разпределени както следва за всяка възрастова група:

 I място: Купа и медали за спечелилите първо място, предметни награди за
учениците и голяма награда за всеки от тях (предстои да бъде уточнена).

 II място: Купа и медали за второ място и предметни награди (предстои да
бъдат уточнени)

 III място: Купа и медали за трето място и поощрителни награди (предстои
да бъдат уточнени)
(Конкретните материални награди ще бъдат уточнени допълнително и
обявени на сайта на състезанието, доколкото организаторите се
стремят да провокират органичен / некомерсиален интерес към темата
и самото състезание). Организаторите си запазват правото да заменят
обявените награди с еквивалентни такива в зависимост от
наличността и спонсорите.)

Освен изброените призови места, могат да бъдат връчени и специални награди.
Партньорските организации Българска асоциация по киберсигурност, Cyber360
Academy,Women4Cyber и ЕЦИХ Тракия си запазват правото да присъдят
специални отличия според спецификата на съответните конкурсни разработки и
сферата на тяхната оперативна работа – като ваучери за допълнително обучение,
покани за стажантски програми, достъп до кибер-техника или софтуер, участие в
тематични събития и др.
Важно:

- Всички участници и техните ръководители ще получат сертификати за
участие в състезанието.

- Всички училища, чиито представители бъдат селектирани за участие във
финалната фаза на конкурса, ще получат ваучери за достъп до
безвъзмездните услуги за киберсигурност, предоставяни от ЕЦИХ Тракия на
публични и частни организации по проект Cyber4AllSTAR с финансовата
подкрепа на програма „Цифрова Европа“ на Европейския съюз и ПНИИДИТ
2021-2027.

Забележки:

- Обявяване на резултатите: Победителите ще бъдат официално обявени на
заключителната церемония. Допълнително, информация за класирането ще бъде



публикувана на сайта на КСО инициативата на ЛЕВ ИНС и разпространена до
медиите, както и до всички училища, взели участие.
- Разходи по пътуване: Отборите, поканени на финалното награждаване, сами
поемат пътните и квартирните разноски за участие в събитието. При
невъзможност да присъстват, наградените отбори ще получат грамотите и
наградите си по куриер или по друг уговорен начин.

Подаване на проектите
Начин на предаване:
Всички проекти се подават електронно. Отборите ще получат допълнителна
информация за платформата, чрез която трябва да подадат проектите си. Тя ще
бъде 100% свободнодостъпна, без нужда от абонамент или регистрация.
Подробни инструкции за качване и отговори на често задавани въпроси са
налични на сайта. При изпращане на запитвания по e-mail, използвайте
официалния адрес на състезанието cybercontest@vazhniteneshta.bg и в полето
„Относно“/Subject задължително посочете: име на училището, име на отбора (ако
има) и възрастова група.
Формат на материалите:
С цел поставяне на единни критерии за съпоставка на проектите, презентациите
на проектите (за 4–7 клас) следва да се предадат във формат .pptx или .pdf. Това,
обаче, не се изключва подготвянето и представянето и на други съпътстващи
презентационни материали по проекта, напр. под формата на аудио-визуални,
софтуерни, печатни, актьорски и др. разработки, които демонстрират креативния
подход на екипите към разглеждането на поставения проблем.
Проектите за 8–12 клас могат да бъдат предадени като текстови документи (.docx
/.pdf), като това не изключва изпращането и на допълнителни материали
(например: презентации, диаграми, изображения, видео и др. файлове) –
материалите могат да бъдат организирани в отделни файлове или обединени в
архив. Всички файлове трябва да бъдат ясно наименувани (например:
SchoolName_TeamName_presentation.pptx, SchoolName_TeamName_report.pdf и
т.н.).
Краен срок:
Подаването на кандидатури става на два етапа
– до 23:59 часа на 10.01.2026 г. (регистрация на отборите за участие);
- до 23:59 часа на 23 февруари 2026 г. (подаване на проектите за първи

етап на оценяване). Препоръчваме да не се изчаква последният момент, за
да се избегнат технически затруднения при изпращането. При успешно
получаване на материалите, отборите ще получат потвърждение по имейл.



Изисквания към проектите и документи за участие
За да бъде допуснат до оценяване, всеки отбор трябва да отговаря на следните
изисквания и да представи необходимите документи:

 Регистрация и заявка за участие: Отборът трябва да е надлежно
регистриран в посочения срок. При регистрация онлайн се попълва форма
със следните данни: име на училището, име на отбора (незадължително),
имена на ръководителя, контактни данни (телефон и имейл), както и
възрастова група. Тази информация се удостоверява и чрез попълнена
Заявка за участие – Приложение 1, към която се прилагат материалите по
проекта (на посочения за целта електронен адрес).

 Декларация-съгласие от родител/настойник: За всеки ученик под 18 г. в
отборите, които кандидатстват за класиране във финалната фаза на
състезанието, трябва да бъде подписана декларация от негов родител или
настойник, с която се дава съгласие детето да участва във финалите на
състезанието, а също и съгласие за обработване на личните му данни и за
безвъзмездно използване на проекта му от организаторите за целите на
конкурса (виж Приложение 2).

 Авторство и оригиналност: С подаването на проекта отборът декларира,
че представената разработка е авторска и не нарушава чужди авторски
права. Ако в проекта са включени материали (текст, изображения, видео и
др.) от външни източници, трябва ясно да са цитирани източниците. При
установяване на плагиатство или неправомерно присвояване на
съдържание, съответният проект ще бъде дисквалифициран.

 Формат и обем: Kакто презентацията за 4–7 клас, така и писмените
доклади (проекти) за 8–12 клас нямат ограничения за основен текст и
приложения (илюстрации, таблици, диаграми). Няма ограничение и за
обема на допълнителните материали, но всички те трябва да са релевантни
и необходими за проекта. Проектите се изготвят на български език.

 Приложение 1 и документация: Към всеки от подадените за участие във
финалната фаза на конкурса проекти, задължително се прилагат както
първоначалната заявка за участие (Приложение 1), така и финален списък
на членовете на отбора, придружен от подписани декларации за
съгласие от родителите на всички непълнолетни ученици. Непълни или
неточно попълнени заявки, липсващи декларации или несъответствие с
изискванията могат да станат причина отборът да не бъде допуснат до
участие във финалите на състезанието.

Моля, обърнете внимание: Ако в процеса на работа по проекта отборът има
въпроси относно изискванията, формата или съдържанието, може да се обръща
към организаторите чрез посочената е-поща или да задава въпроси по време на
менторските сесии.



Моля, обърнете внимание! (важно за права и данни на участниците):
1. Авторски права: С участието си в състезанието предоставяте

безвъзмездно на организаторите правото да ползват разработените от вас
материали (проекти, презентации и др.) за целите на конкурса и
популяризирането му, без ограничение във времето. Това включва право
на организаторите да публикуват, излъчват и разпространяват проектите
(или части от тях) с нетърговска цел – например на уебсайтове, в социални
мрежи, изложби, рекламни материали на КСО инициативата и др. (съгласно
Закона за авторското право и сродните му права).

2. Съхранение на проектите: С изпращането на своя проект, участниците се
съгласяват, че предоставените материали няма да бъдат връщани.
Организаторите могат да запазят копия от проектите и да ги използват за
образователни, представителни и други нетърговски цели, свързани със
състезанието. Например, отличените проекти биха могли да бъдат
демонстрирани на специализирани събития или обучения по
киберсигурност, или публикувани като добър пример за подрастващите.

3. Медийно отразяване: С присъствието си на финалното събитие
(представяне и награждаване), участниците, техните родители и учители се
съгласяват да бъдат снимани и интервюирани, като заснетият фото и
видеоматериал може да бъде излъчен/публикуван в публичното
пространство с информативна цел, отразяваща протичането на
състезанието (без търговска употреба на образите).

4. Лични данни: С подаването на заявката за участие и декларациите,
участниците (и техните родители/настойници) дават съгласието си личните
данни на учениците и ръководителя да бъдат обработвани от
организаторите единствено за целите на организиране и провеждане на
състезанието. Това включва използване на данните за контакт с
участниците, удостоверяване на възраст/статус на учениците, обявяване на
резултати (например публикуване на имена на победителите) и други
дейности по организацията, в съответствие с изискванията на Закона за
защита на личните данни и Регламент (ЕС) 2016/679 (GDPR). Данните няма
да бъдат използвани за други цели и няма да бъдат предоставяни на трети
лица, извън случаите, предвидени в закона.

Успех на всички участници! Желаем ви ползотворна и интересна работа по
проектите и с нетърпение очакваме вашите идеи как да опазим децата в
дигиталния свят.
Организационен комитет на състезанието



Приложение 1
(достъпно за попълване в електронна форма на
https://vajniteneshta.bg/nacionalno-systezanie-po-kibersigurnost-za-uchenitsi)

Национално ученическо състезание „Пази детето в дигиталния свят“
ЗАЯВКА ЗА УЧАСТИЕ

Ръководител на отбора (име и фамилия): .....................................
Име на училище: ...........................................................
Населено място: ................................
Телефон: ...............................
Ел. поща: ..........................
Възрастова група (отбор): ................... класове (IV–VII или VIII–XII)
Име на отбора (незадължително): ..........................

https://vajniteneshta.bg/nacionalno-systezanie-po-kibersigurnost-za-uchenitsi


Приложение 2
ДЕКЛАРАЦИЯ - СЪГЛАСИЕ НА РОДИТЕЛ / НАСТОЙНИК

(за участие на ученика във финалите на Първо национално ученическо
състезание по киберсигурност, част от кампанията „Пази детето в

дигиталния свят“)

Аз, долуподписаният/ата ..........................................................................,
(трите имена на родителя/настойника)
родител/настойник на ......................................................................, ученик в ______
клас,
(трите имена на ученика)

Декларирам съгласието си, че:
 С включването на детето ми в състезанието предоставям безвъзмездно и

за неограничен период на организаторите правото да използват
проекта/разработката на моето дете за целите на конкурса, вкл.
публикуването и разпространението му с нетърговска цел (съгласно Закона
за авторското право и сродните му права).

 Изпратеният проект няма да бъде връщан. Организаторите могат да го
използват при публични представяния, в печатни и електронни издания, за
изготвяне на образователни материали, рекламни брошури, календари, и
други нетърговски инициативи, свързани със състезанието.

 С присъствието си при получаване на награда давам съгласие детето ми и
аз да бъдем фотографирани/видеозаснети, като материалите могат да
бъдат публично излъчвани/публикувани с информативна цел във връзка със
състезанието.

 Предоставям доброволно личните данни на детето ми и давам съгласието
си тези данни да бъдат обработвани от организаторите за целите на
организиране и отразяване на състезанието, в това число обявяване на
резултатите (в съответствие с Закона за защита на личните данни и GDPR).

Дата: ...............
Подпис на родител/настойник: ......................
Населено място: ..............................

(Забележка: Ако ученикът е навършил 18 години, той/тя лично попълва и
подписва горната декларация.)
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